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• Research Methodology

• Assessment of the medium-term impact of Covid-19

• Consumer risks concerning fintech activities 

• The landscape of digital regulatory and supervisory 
infrastructure

• Global suptech mapping 

• Policy implications and areas for future research

Presentation of Key Findings



Geographical distribution of study respondents 



Geographical distribution of respondents by region and World Bank income groups 
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Assessment of the medium-term impact of Covid-19

Prioritization of fintech due to Covid-19 (N=127)

There has been an increase in the prioritization of fintech among respondents 



Assessment of the medium-term impact of Covid-19

Perceived impact of fintech on regulatory objectives due to Covid-19 

Fintech is seen as particularly supportive of adoption of DFS and financial inclusion



Assessment of the medium-term impact of Covid-19

Perceived risks in the fintech market due to Covid-19 (N=126)

Respondents see cybersecurity and fraud and scams as key risks in light of Covid-19



Perceived increase of consumer risks related to fintech/DFS during Covid-19 (N=90)

Consumer risk and protection

Consumer risks relating to fraud and related misconduct are perceived as the 
top risk that has increased



Consumer risk and protection

Perceived increase of consumer risks related to fintech/DFS during Covid-19

Respondents see  the growth in fintech and other forms of DFS as introducing new 
and emerging consumer risks, and most pertinently in the digital assets sector



Challenges in identifying, measuring, and prioritizing consumer risks

The most frequently cited challenges  overall in identifying, measuring, and 
prioritizing consumer risks  are poor quality and/or insufficient data, and unclear 
regulatory perimeter/remit

Consumer risk and protection



• The survey section is a first effort to consistently evaluate the current landscape of 
DRSI globally. 

• The effective regulation, supervision, and oversight of financial markets requires 
digital infrastructure that provides regulators and supervisors with the data and 
tools they need to carry out their functions. 

• DRSI refers to systems that electronically collect, process, and transmit information 
to help financial authorities effectively regulate and supervise the financial sector 
including, but not limited to digital financial services. DRSI provides financial 
authorities with data and tools to enable them to carry out their functions. 
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The landscape of digital regulatory and supervisory infrastructure (DRSI)



The landscape of digital regulatory and supervisory infrastructure (DRSI)

Status of DRSI applications within financial authorities

Consumer protection and supervisory functions are the most common DRSI 
applications



The landscape of digital regulatory and supervisory infrastructure (DRSI)

Status of DRSI within financial authorities per vertical

More respondents in advanced economies have currently active/operational DRSI 
applications to enhance regulatory and supervisory capabilities in every category 
compared to those in EMDEs 



The landscape of digital regulatory and supervisory infrastructure (DRSI)

Challenges in developing DRSI (N=128)

Limited knowledge/expertise, and funding and resources, are the biggest 
challenges in developing DRSI initiatives



Suptech mapping

Status of suptech initiatives within financial authorities

Many financial authorities are also in the process of developing suptech
applications, strategies and/or roadmaps



Suptech mapping

Outcomes supported by suptech initiatives (N=83)

Financial authorities are leveraging suptech initiatives to support a range of outcomes



Suptech mapping

Challenges in developing suptech initiatives (N=88)

Limited data analytics capability and budgetary constraints  are common challenges 
in developing suptech initiatives



• Strengthen and enhance fintech-related consumer protection measures

• Develop a policy approach to digital assets

• Support enhanced cybersecurity frameworks, particularly in EMDEs

• Strategically strengthen digital and regulatory supervisory infrastructure 

capabilities, and realise the potential of suptech

• Support capacity building and technical assistance in key areas

Policy implications 
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Assistance required by financial authorities 

EMDEs in particular are seeking assistance through research, technical assistance 
and capacity building


